**Inside C:\Program Files\Java\jdk-17\bin folder open cmd**

**keytool -genkey -alias tomcat -storetype PKCS12 -keyalg RSA -keysize 2048 -keystore C:/keystore/keystore.p12 -validity 3650**

**File will be created copy and paste that file in resource folder**

**Application.properties**

server.port: 8443

server.ssl.key-store: classpath:keystore.p12

server.ssl.key-store-password: 123456

server.ssl.keyStoreType: PKCS12

server.ssl.keyAlias: tomcat

**Export Certificate**

<https://localhost:8443> -> right click – inspect – go to security – Certificate missing – View Certificate –Details – Copy to File – Next – Give file name – Browse give file name – Next – Finish

**Import Certificate**

Go to google chrome – Setting – Search Engine – Security - Manage Certificate - Import Certificate (Browse where you have exported) – Next - Next – Finish